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Vážený pane, 

 

obdrželi jsme k vyřízení Vaši žádost o poskytnutí informace dle zákona č. 106/1999 Sb., o svobodném přístupu 

k informacím ve znění pozdějších předpisů. K Vašim otázkám sdělujeme následující. 

 
1. Jakým způsobem se na Váš úřad konkrétně vztahuje implementace směrnice NIS 2 do českého 

právního řádu, spadáte do kategorie nižších, nebo vyšších povinností? 

Magistrát města Brna a celé statutární město Brno jako obec s rozšířenou působností v tuto chvíli 

spadnou zřejmě do režimu nižších povinností, avšak na konečné rozhodnutí regulátora v tuto chvíli 

čekáme. 

 

2. Jaké nové povinnosti v oblasti kybernetické a informační bezpečnosti pro Váš úřad  

z implementace směrnice NIS 2 vyplývají? 

Jelikož úřad řeší kybernetickou bezpečnost dlouhodobě a koncepčně, v tuto chvíli se nás primárně 

týkají povinnosti spojené s registrací a nastavením komunikace mezi statutárním městem Brnem  

a NÚKIB. 

 

3. Jaké organizační změny musel nebo musí Váš úřad v souvislosti s implementací směrnice NIS 

2 učinit (např. úprava vnitřních předpisů, změna v řízení IT/bezpečnosti)? 

V tuto chvíli nedisponujeme informací, že by nad rámec běžných procesů v řízení IT nebo kybernetické 

bezpečnosti byly nutné další změny. Z provedených změn v uplynulých letech se přímo směrnice NIS2 

týkala pouze revize interního systému řízení bezpečnosti informací. 

 

4. Jaké personální změny byly nebo budou realizovány (např. navýšení počtu zaměstnanců 

odpovědných za kybernetickou bezpečnost, posílení IT oddělení)? 

V kontextu implementace požadavků směrnice NIS2 neuvažujeme o personálních změnách  

ani v oblasti KB ani v oblasti IT, obecně byla před třemi lety zřízena Kancelář kybernetické bezpečnosti  

a její zaměstnanci se starají o soulad s NIS2 a dalšími předpisy. 
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5. Jaká školení či vzdělávací aktivity v oblasti kybernetické bezpečnosti byla zavedena  

pro zaměstnance Vašeho úřadu v souvislosti s požadavky vyplývajícími z NIS 2? 

Neevidujeme žádné nové aktivity v tomto smyslu, které by již dříve neprobíhaly, změní se jen obsah 

prováděných školení. 

 

6. Jaké finanční náklady (orientačně či v odhadovaném rozpětí) si implementace požadavků 

směrnice NIS 2 vyžádala nebo vyžádá v rozpočtu Vašeho úřadu (např. vyčlenění na personální 

náklady, školení, infrastrukturu, služby externích dodavatelů)? 

V tuto chvíli nedisponujeme přesným vyčíslením nákladů na implementaci směrnici NIS2, jelikož tyto 

náklady nevedeme odděleně od rozpočtu na zajištění kybernetické bezpečnosti. 

 

7. Jaká materiální a technická opatření byla či budou v souvislosti s NIS 2 realizována (např. 

obměna hardware, zavedení nových bezpečnostních technologií, systémů pro monitorování  

a detekci incidentů, zálohovací a obnovovací řešení)? 

V tuto chvíli nemáme informaci, že by konkrétní technická opatření byla nezbytná kvůli implementaci 

nové legislativy, plán zavádění bezpečnostních opatření je součástí střednědobé informační strategie 

města. 

 

8. Zda byl v souvislosti s NIS 2 vytvořen nebo aktualizován soubor vnitřních bezpečnostních 

politik a metodik (např. bezpečnostní politika, politika řízení přístupů, řízení rizik, kontinuita 

provozu, incident response plány), a pokud ano, v jakém rozsahu? 

Ano, byla aktualizována část SŘBI týkající se identifikace aktiv. Zbylé politiky SŘBI se aktualizují 

pravidelně bez ohledu na zavádění NIS2. 

 

9. Jakým způsobem Váš úřad zajišťuje analýzu a řízení rizik v oblasti kybernetické bezpečnosti 

po účinnosti nové právní úpravy vycházející z NIS 2? 

Stejně jako doposud probíhá hodnocení rizik interně v rámci procesů úřadu a výslednou analýzu  

a plán zvládání rizik vytváříme v kooperaci s externím dodavatelem zaměřeným na tento druh služeb. 

 

10. Zda Váš úřad podstoupil (nebo plánuje podstoupit) v souvislosti s implementací NIS 2 nějaké 

externí audity, penetrační testy či jiné formy nezávislého ověřování úrovně kybernetické 

bezpečnosti? 

Ano, audit připravenosti NÚKIB podstoupený dobrovolně v roce 2024. Výsledky z tohoto auditu nyní 

zapracováváme do vnitřních procesů úřadu. 

 
S pozdravem 
 

 
 
 
 

 

Mgr. Radek Řeřicha 
vedoucí 4. úseku  
Magistrátu města Brna 
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